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1 / Foreword

Since April 2021 rumors have spread on social networks concerning the appearance of 
bluetooth-type signals following one or more anti-covid injections offered by pharmaceutical 
companies:

- Astra Zeneca
- Pfizer
- Johnson and Johnson
- Moderna

Many videos have circulated which seem to highlight the appearance of disturbing 
phenomena, namely:

- Unexplained magnetization phenomena on different sites of the body of injected 
people (which gave rise to an explosion of publications on TikTok grouped around a 
community movement, The Magnet Challenge).

https://www.youtube.com/watch?v=lYi3sjRZviA
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- The appearance of Bluetooth MAC addresses in the presence of injected people and in the absence of 
any technological device likely to explain these appearances.

https://www.youtube.com/watch?v=q1VCRZNaHLE

- The appearance of signals during a scan carried out on the body of a person injected by 
means of animal microchip detection equipment commonly used by veterinarians.

https://www.tiktok.com/@jasmine_0708/video/6974140084870237445

All these rumors were denied by the mainstream media and traditional news agencies even 
though in the alternative networks many empirical experiments carried out by ordinary 
citizens seemed to prove the contrary.

https://www.reuters.com/article/factcheck-astrazeneca-bluetooth-idUSL2N2NC2G9

https://www.20minutes.fr/sante/3067959-20210623-coronavirus-non-vaccins-permettre-
etredetecte-bluetooth-gare-videos-trompeuses

However, empirical citizen experiences are multiplying:

https://henrymakow.wordpress.com/2021/09/17/le-vaccin-contient-votre-code-barres/

https://echelledejacob.blogspot.com/2021/11/vaccines-et-puce-bluetooth-mise-jour.html

https://www.youtube.com/watch?v=q1VCRZNaHLE

https://odysee.com/@Hemeroteca:f/DrDeBenito-mac-address--:7

https://odysee.com/@Pigeon_Pige-TouT_Traduction:6/bluetooth-2:e

In France, the first documented experiment on the subject was the subject of an article published in 
Agoravox

( https://www.agoravox.fr/tribune-libre/article/operation-dent-bleue-235064 )

However, as Jérôme R. responsible for the publication of the article underlines, even if the results 
obtained are questionable (many unidentified MAC addresses appear), it could not be a question 
of drawing a hasty conclusion.

Indeed, the experimental ground was a public garden from which could originate many legitimate 
signals emanating from devices not taken into account and its detection equipment (An Archos 
mobile phone running Android) could also be the object of potential flaws in the detection
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Obviously, these experiments, which only show a final result, were not part of any assumed 
protocol, did not in any way allow the reliability of the results to be demonstrated.

At the same time, numerous studies have been carried out to objectify the presence of graphene 
oxide or one of its derivatives in the composition of the vaccine.

It is important to understand that graphene oxide has been the subject of a plethora of studies around its 
unique physicochemical and electromagnetic properties.

Commercial applications are already available:

https://www.youtube.com/watch?v=SMB2I_bq0zc&feature=youtu.be

At the same time, there are official patent filings aimed at developing nanotechnologies 
implanted in the human body, such as nanosensors, or various devices using 
electromagnetic radiation allowing all kinds of potential applications.

https://patents-googlecom.translate.goog/patent/US4717343?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US3951134?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US5159703?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US5507291?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US6017302?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US6052336?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US6506148B2/en?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US10300240B2/en?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

https://patents-googlecom.translate.goog/patent/US5629678A/en?
_x_tr_sl=auto&_x_tr_tl=fr&_x_tr_hl=fr

Finally, faced with the secret nature of the composition of the injections as well as the negotiated impunity 
of pharmaceutical companies with regard to the possible undesirable effects linked to the injections, certain 
studies have emerged highlighting disturbing elements:
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https://corona2inspect.blogspot.com/2021/11/identificacion-patrones-vacunas-
coronavirusnanorouters.html

https://www.researchgate.net/publication/356507702_MICROSTRUCTURES_IN_COVID_VACCINES_i 
norganic_crystals_or_Wireless_Nanosensors_Network

https://corona2inspect.blogspot.com/2021/09/redes-nanocomunicacion-
inalambricananotecnologia-cuerpo-humano.html

https://drive.google.com/file/d/1M5T_pa4d87vznN0r0IUpjrSb07sqO9vh/view?usp=drivesdk

2 / Hardware environment and technical configuration.

For this experiment, it was chosen to work with an Ubertooth one antenna from Great Scott Gadgets, 
the technical specifications of which are below:

- RP-SMA connector (intended to connect the Bluetooth antenna)
- CC2400 Full duplex 2.4 GHz wireless transmission module
- CC 2591 front end RF module
- LPC175x ARM Cortex-M3 microcontroller
- Full-speed USB 2.0 connection
- Bluetooth and Bluetooth Low Energy support
- Approximate amperage of 220mA

It can send and receive packets at 2.4 GHz, which is the frequency of Bluetooth, but also 
see Bluetooth traffic in real time in monitor mode. The device is comparable to a Class 1 
Bluetooth module, i.e. it has a maximum power of 100 mW (20 dBm) and a range of 100 
meters without obstacles.

Regarding the laptop, our choice fell on a machine:

Hp EliteBook 820 G3: Project 
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- Intel Core I7-6600U processor (2.6 Ghz)
- RAM memory: 16 GB DDR3
- Intel HD Graphics 520 graphics card
- 240 GB SSD hard drive.

The Bare metal installer 2021-3 version of Kali linux has been downloaded from:https://
kali.download/base-images/kali-2021.3/kali-linux-2021.3-installer-amd64.iso.torrent

In ISO file.

It was mounted on a classic 32 GB USB key as a bootable disk image via the Rufus application (https://
rufus.ie/en/)

Once the Kali linux OS installed on the machine, an upgrade of the latter was carried out (

sudo apt-get update

sudo apt-get upgrade.

As no conflict was detected, the machine was restarted.

The Ubertooth project is an Open Source project.

The full code is available on Git.

So we started by installing the various necessary packages:

sudo apt-get install cmake libusb-1.0-0-dev make gcc g ++ libbluetooth-dev \

pkg-config libpcap-dev python-numpy python-pyside python-qt4

Followed by a classic update:

sudo apt-get update

sudo apt-get upgrade
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We then proceeded to install the latest version of libbtbb.

sudo ldconfig

wget https://github.com/greatscottgadgets/libbtbb/archive/2020-12-R1.tar.gz -O libbtbb-2020-12- 
R1.tar.gz

tar xf libbtbb-2020-12-R1.tar.gz

cd libbtbb-2020-12-R1

mkdir build

cd build

cmake ..

make

sudo make install

sudo apt-get update

sudo apt-get upgrade

Then we installed the Ubertooth tools:

wget https://github.com/greatscottgadgets/ubertooth/releases/download/2020-12-R1/
ubertooth-2020-12-R1.tar.xz -O ubertooth-2020-12-R1.tar.xz

tar xf ubertooth-2020-12-R1.tar.xz

cd ubertooth-2020-12-R1 / host

mkdir build

cd build

cmake ..

make

sudo make install

sudo apt-get update

sudo apt-get upgrade

We then proceeded to the Ubertooth One firmware update:

cd ubertooth-2020-12-R1 / ubertooth-one-firmware-bin

sudo ubertooth-dfu -d bluetooth_rxtx.dfu -r

cd ../ ..

sudo apt-get update
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sudo apt-get upgrade

We carried out the control thanks to the command:

ubertooth-util -v

Who referred us:

Firmware version: 2020-12-R1 (API: 1.07)

We therefore connected the Bluetooth antenna to the motherboard of the Ubertooth one and plugged the latter 
into a USB port of the machine and launched the command:

ubertooth-specan-ui

Who opened a window for us:

Once the device was configured and functional, we closed the window and proceeded to install the plugins.

We started by installing the wireshark plugins:

sudo apt-get install wireshark wireshark-dev libwireshark-dev cmake

cd libbtbb-2020-12-R1 / wireshark / plugins / btbb

mkdir build

cd build

cmake -DCMAKE_INSTALL_LIBDIR = / usr / lib / x86_64-linux-gnu / wireshark / libwireshark3 / plugins ..

make

sudo make install

cd libbtbb-2020-12-R1 / wireshark / plugins / btbredr

mkdir build

cd build
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cmake -DCMAKE_INSTALL_LIBDIR = / usr / lib / x86_64-linux-gnu / wireshark / libwireshark3 / plugins ..

make

sudo make install

sudo apt-get update

sudo apt-get upgrade

Then we proceeded to configure Kismet.

To do this we started by removing all the pre-existing configurations:

sudo rm -rfv / usr / local / bin / kismet * / usr / local / share / kismet * / usr / local / etc / kismet *

We then proceeded to install and update the necessary packages:

python -m pip install --upgrade pip

pip install libpcap

sudo apt-get install libcap-dev pkg-config \

build-essential libnl-dev libncurses-dev libpcre3-dev \

libpcap-dev libcap-dev

In order to install the latest version of kismet.

wget -O - https://www.kismetwireless.net/repos/kismet-release.gpg.key | sudo apt-key add -

$ echo 'deb https://www.kismetwireless.net/repos/apt/release/kali kali main' | sudo tee /etc/
apt/sources.list.d/kismet.list

wget http://www.kismetwireless.net/code/kismet-2021-08-R1.tar.gz

tar xf kismet-2021-08-R1.tar.gz

sudo mv kismet-2021-08-R1 / usr / src / kismet

ln -s ../ubertooth-2021-08-R1/host/kismet/plugin-ubertooth / usr / src / kismet

cd / usr / src / kismet

sudo ./configure

sudo make && sudo make plugins

sudo make suidinstall

sudo make plugins-install

cd ~

sudo apt-get update
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sudo apt-get upgrade

sudo apt install kismet-core kismet-capture-linux-bluetooth kismet-capture-linux-wifi 
kismetcapture-nrf-mousejack python-kismetcapturertl433 python-kismetcapturertladsb 
pythonkismetcapturertlamr python-kismetcapture freaktabs-logtabs -zigteaktabs ~

sudo apt-get update

sudo apt-get upgrade

sudo apt install kismet-capture-linux-bluetooth

We switched the machine off and on again, then carried out the usual checks.

When launching kismet via the command

sudo kismet

A window opens asking us to define a login and a password.

What we have done.

Then we selected ubertooth one in the Data Sources list:
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We tested the application: It is perfectly functional.

We then configured Wireshark to allow Bluetooth packet capture.

To do this we have configured a pipe:

mkfifo / tmp / pipe

Then we opened wireshark from the command:

sudo wireshark

In the window that opened we clicked on capture -> Options-> Manage interfaces -> Pipe 
-> New where we entered in the “pipe” field:

/ tmp / pipe

Finally on the terminal we entered the command:

ubertooth-btle -f -c / tmp / pipe
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In the sources we have chosen bluetooth and launched the capture: perfectly functional.
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3 / Preliminary tests

On 10/16/2021 around 9:30 a.m. we carried out preliminary tests in an open-air field near 
the town of Chabournay.

The exact GPS coordinates of the site are as follows: 46 ° 44'49.6''N 0 ° 13'32.0''E.

The red dot marks the place where the detection station has been installed.
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The area is located on cartoradio:

The location of the experiment is indicated by a red dot in a red square.

The various highlighted sites correspond to relay antennas whose characteristics are accessible 
here .
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3/1 The pre-tests

The antenna is connected, the servers activated.

The protocol starts.

The candidates start from the blue point and follow the path (small green dots) towards the detection 
station (red dot).

In a number of cases, Bluetooth signals are activated spontaneously about 30 meters from the 
station (purple dot)

The pre-test is conclusive and functional, making it possible to validate the test protocol planned for the 
next day.
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3/2 Course of the experience

The experiment takes place on 10/17/2021 in the town of Cognac La forêt.

A Cartoradio location gives the following topography:

The various highlighted sites correspond to relay antennas whose characteristics are 
accessible here.
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A reconnaissance of the places leads us to install the detection equipment at the location indicated on the 
map.

3/2/1 technical preparation

The cameras are carefully configured and the personnel likely to intervene in the 
detection zone are tested one after the other.

The following instructions were given to them:

- No cell phone
- No connected watch
- No connected equipment (headset, headset, etc.)

Once these prerequisites have been met, they take the test several times in a row:

- Alone and without material

- Alone with equipment switched off

- Only with shooting equipment switched on.
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Cameras and sound recording equipment are wired and transmission systems are all 
disabled.

As a result of these adjustments, two additional passages are made to objectify the total absence of 
detected signal.

3/2/2 Progress of the experiment

At the same time, applicants are grouped together at the reception area (near the parking area) 
and a questionnaire is given to them to complete.

They all receive the same instructions and a person physically checks the execution of the 
instructions.

One by one, they follow the route identified in purple as “volunteer route”.

The purple dots mark the places where the different signals appeared.

3/2/3 Results obtained

The table below gives the order in which the signals appear.

Hourly Pass number Signal detection Code found Code found YES Parasite? Identification

10:16

10:21 1 No None nothing

Unknow
not10:26 2 Yes 53: cd: 58: dd: 53: d2 nothing

Unknow
not10:31 3 Yes 50: 76: 35: 50: 8f: 36 73: dd: d1: 6d58: f9 nothing

10:36 4 No None nothing

10:41 5 No None nothing

10:46 6 No None nothing

10:51 7 No None nothing

10:56 8 No None nothing

11:01 9 No None nothing

11:06 10 No None nothing

11:11 11 No None nothing

11:16 12 No None nothing

11:21 13 No None nothing

11:26 14 No None nothing

Unknow
not11:31 15 Yes 6f: 12: bd: 31: 60: f9 nothing

Unknow
not11:36 16 Yes 67: 87: 07: 71: fb: ff nothing

11:41 17 No None nothing
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Unknow
not11:46 18 Yes f1: 5th: 84: 4c55: 30 67: 87: 07: 71: fb: ff nothing

11:51 19 No None nothing

11:56 20 No None nothing

12:01 21 Yes 57: 58: 87: 13: a3: 98 69: f4: 76: 99: 6d: de Android

12:06 22 No None nothing

12:11 23 No None nothing

12:16 24 No None nothing

12:21 25 No None nothing

12:26 26 No None nothing

12:31 27 No None nothing

12:36 28 No None nothing

12:41 29 No None nothing

12:46 30 No None nothing

12:51 31 No None nothing

12:56 32 No None nothing

13:01 33 No None nothing

13:06 34 No None nothing

13:11 35 No None nothing

Unknow
not13:16 36 Yes 55: la: e4: bc: ae: d9 69: f4: 76: 99: 6d: de Android

13:21 37 No None 69: f4: 76: 99: 6d: de Android
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3/3 Raw analysis of the results

The first conclusions of the experiment are reported in the following summary 
tables:

Raw data Issue no emission Doubt
Number of persons 37 7 30 2

Injected 15 6 9 2
Not injected, tested 2 1 1 0

Not injected, not tested 20 0 20 0

Either in percentage:

Percentages Issue no emission Doubt
Number of persons 37 19% 81% 5%

Injected 15 40% 60% 13%
Not injected, tested 2 50% 50% 0%

Not injected, not tested 20 0% 100% 0%

This experiment therefore indisputably highlights the following elements:

- No uninjected, untested person emits a signal
- A few injected people emit signals in about 40% of cases
- Some people not injected and tested emit signals in 50% of cases.

Bluetooth project X experience Version 1 - Revision 2

Study made possible thanks to the financial support of the LNPLV (infovaccin.fr), EFVV (efvv.eu) and 
many anonymous donors. 11/30/2021

Page 19

https://www.infovaccin.fr/
https://www.efw.eu/


3/4 Further exploration

In view of these experiences, several uncertainties remain full and complete:

- The measurement time
- Potential interactions with the electromagnetic environment
- Social interactions
- The detectability of signals emanating from people not injected and tested.

A new experiment was therefore undertaken on 07/11/2021 at a different location.

This new place has the advantage of having troglodyte caves sufficiently airtight to be 
able to act as a Faraday cage.
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3/4/1: Course of the experiment

On the first day, the postulants were grouped together in a reception tent located on the upper part 
of the land more than 50 meters from the opposite of the main entrance to the caves.

The same instructions were given to them and the same strict vigilance was observed with regard to the 

observance of the instructions.

The distribution of applicants is as follows:

- 2 people not injected not tested
- 7 people not injected and tested
- 8 people injected

A scan was carried out upstream inside the cave which highlights the total absence of 
Bluetooth traffic.

The experiment takes place over two days:

Day 1

There were 16 candidates present, distributed as follows:

- 2 people not injected not tested
- 6 people not injected and tested
- 8 people injected

Day 2

Was present a candidate not injected and tested

During these two days, the protocol applied is as follows:

Each candidate identifies himself upstream, under the tent.

It is assigned a passage number.

Every 20 minutes, a new candidate presents himself in the troglodyte cave where the scanning equipment 
has been installed and spends 20 minutes in the latter with a view to the possible detection of a Bluetooth 
signal.
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3/4/2: Results of the experiment

Day 1 :

The candidates follow one another one by one.

Only one MAC address is recorded:

c4: df: 27: f9: 45: b5

This is a doubly injected person

Day 2 :

Only one candidate is present.

This is a person not injected but muti tested by PCR tests (about 70 tests)

Two Mac addresses appear simultaneously with almost identical references:

4c: 64: fd: da: fc: 5f

4c: 64: fd: da: fc: 9f

In view of these results, we chose to continue the experiment.

We have turned the kismet server off and on again.

The signals received no longer appear.

We then went up to the stage, under the tent to test a possible reactivation of the signal in 
the presence of a less protected environment.

After 20 minutes of scanning no new signal appears.

We then asked the candidate to undergo some physical exercises in order to verify a potential 
relationship between the body energy released by the candidate and a signal activation.

After 20 minutes of scanning no new signal appears.

We then asked someone from the team to gradually bring the candidate's cell phone 
(Samsung) closer in order to start checking for possible man-portable interactions.

No particular activity is detected with the notebook in off mode.

We renewed the experience with the laptop in airplane mode.

No particular activity is detected with the notebook in off mode.

We repeated the experiment with the cell phone in normal mode, bluetooth off.

No particular activity is detected with the laptop in this configuration.

We then activated the bluetooth of the candidate's device. 
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Bluetooth is detected, strictly normal traffic takes place, no suspicious MAC address 
appears.

We then brought a second cell phone (Also a Samsung) in normal mode, bluetooth enabled.

The devices communicate coherently with each other and no additional MAC address 
appears.

Finally, in order to retrieve additional data, we continued to scan the traffic in the ambient 
environment, the candidate returning to the interior of the house in which 6 mobile phones were 
present in various conditions, an internet box with 2 wifi relays.

We gradually turned off all the devices and then turned them back on one by one.

It should be noted that out of all the people present, only the candidate was tested by PCR.

Strictly normal traffic is noted, which corresponds to the exchange of data between the different 
devices.

There is also a significant number of invalid frames and unknown or uninterpretable packets 
with the Wire Shark software.

We can therefore reasonably conclude that both injected and tested people emit signals 
outside of any activation induced by an environmental electromagnetic field.

However, these signals do not seem constant over time and their activation seems to depend on 
conditions that remain to be defined.

(See conclusions and perspectives below.)
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4 / Use of raw data

4/1 Reminder of the context

During these experiments, we were able to observe and capture the exchanges (frames) emitted by 
unknown devices in places devoid of any signals.

During these experiments which did not have the necessary material for a complete analysis, we 
performed a scan employing a scanning mode using Ubertooth equipment.

This card allowed us to scan all the frequencies used by the Bluetooth protocol.

BTLE in its version 5 has 40 channels which have been scanned in turn and at regular intervals.

The Bluetooth BTLE protocol is commonly used for many applications and so we started with 
the exploration of classic construction methods relying on this technology.

Many resources exist.

For exemple :

https://www.bluetooth.com/bluetooth-resources/intro-to-bluetooth-low-energy-coded-phy/

4/2 Volume of information retrieved

During the first experiment, 37 participants followed one another which allowed the capture of a total of 
43,043 frames.

During the complementary experiment, 17 participants followed one another, which enabled the capture of 
a total of 30,120 frames.

This gives us a total of 73,163 frames recovered over 6 hours and a half of scanning from 34 
people. (People not injected and not tested excluded).
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4/3: First protocol analyzes:

Among these frames, for the most part malformed according to the frame formats recognized by the 
Wire Shark software, which indicates at least a customization of the protocol stack, we find packets 
consistent with the Bluetooth protocol for messages of the type:

- BT MeSH
- BTLE AUX_SCAN
- AUX_CONNECT
- Unknown messages (or not recognized and interpreted by Wire Shark)

4/3/1: Packets corresponding to BT MeSH messages
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4/3/2: Packets corresponding to BTLE AUX_SCAN messages
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4/3/2: Packets corresponding to AUX_CONNECT messages
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4/3/2: Packets corresponding to unknown messages (or not interpretable as such by the 
Wire Shark software)
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5 / Conclusions and perspectives

In view of these results, we can confirm that a significant percentage of people injected and, 
to a lesser extent, people not injected but tested by PCR tests emit alphanumeric signals 
over the frequency range corresponding to that of Bluetooth use.

This percentage will have to be specified by future studies in order to highlight the potential impact of the 
following factors:

- Brand of the injected product
- Candidate profile:o

o
Number of injection (s) 
received Date of last injection

Many frames appear in connection with these signals which are uninterpretable in the current state of 
things by the Wire Shark software.

One of the common characteristics of these frames is the low dBm level.

Among the probable explanations for the incomplete or even uninterpretable nature of these frames of the 
hypotheses should be explored:

- Different modulation from that usually used for conventional BTLE protocols
- A problem of insufficient energy to activate an action trigger

- A series of actions scheduled on channel hops (inside the Bluetooth frequency range 
and / or outside it).

There is a very clear prominence of signals emitted in an ambient environment compared to signals emitted in an 

environment without electromagnetic activity.

Additional tests should therefore confirm this trend and identify the triggering factors of the 
signals to specify their nature and especially the functionality (s).

These alphanumeric signals are not constant over time and their appearance is brief.

It is possible that a scheduled scheduling (fixed or random, depending on triggers such as 
social interactions) underlies these appearances.

Many other experiments will undoubtedly be necessary to acquire enough data to identify 
redundancies, cycles, patterns ...
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